Manages the Network Security operations throughout the University. Designs and oversees the implementation and maintenance of network security systems such as firewalls; Virtual Private Networks (VPN); Data Loss Prevention (DLP); Intrusion Protection Systems (IPS); and end point technologies such as antivirus; IPS; encryption; and DLP. Establishes priorities; assigns functions; and maintains quality control. Reports to senior management on IT plans; projects; performance; and other related matters. Manages subordinate professional staff.